


According to CMS 
Health care fraud 

is a serious problem



Laws



False Claims Act

Prohibits the submission of 
false or fraudulent claims 
to the Government



Risks: Incorrect 
Coding

Knowingly presents or causes 
to be presented,  a false or 
fraudulent claim record or 
statement for payment or 
approval 

Conspires to defraud the 
government by getting a false or 
fraudulent claim allowed or paid

Civil Liability If:



Risks:  Inaccurate  or 
late medical record 
documentation

Using a false record or statement 
to avoid or decrease an obligation 
to pay the Government

Civil Liability If:



Civil Monetary Penalties 
Law 

Penalties range from $10,000 to 
$50,000 

per violation



Anti-Kickback Statute

Prohibits asking for or receiving anything 
of value in exchange for referrals of 
Federal health care program business



Regulators believe 
Kickbacks can 
lead to:

• Over-utilization

• Increased costs

• Corruption of medical 
decision making

• Patient steering

• Unfair competition



Gift reporting 
requirements



Exclusion from 
Medicare and 
Medicaid

HHF will not knowingly 
employ or engage in 
business with anyone who 
is currently under 
sanction or excluded from 
Federal Health Care 
Program participation



• Protect shareholders and the general public 
from accounting errors and fraudulent practices

• The Sarbanes-Oxley Act states that all business 
records, including electronic records and 
electronic messages, must be saved for "not 
less than five years.”

• The consequences for non-compliance are 
fines, imprisonment, or both. 



Compliance programs 
keep you on track

Compliance Guidance:
OIG has published recommendations 
for healthcare entities to craft their 
compliance programs



















◦ Their supervisor, or
◦ Donna Beaudin Compliance Officer x 4756 or
◦ Compliance Hotline at extension x 4300





What is Protected Health Information?
Patient Name
Address 
Dates of Service
Date of Birth
Social Security Number
Phone numbers
Internet address
Or any unique identifying number or code. 

Confidential information is any patient information collected during the 
patient’s course of treatment.

Data collected through studies, education, audits, evaluations and corrective 
action is confidential.









What Can Happen if We Do Not Comply ? 

An intentional unauthorized disclosure or non-compliance to 
regulations could result in penalties ranging from
• $100.00 to $250,000 
• Incarceration (prison)



Actions YOU can take to Minimize 
Unauthorized or Incidental Disclosure

Ask patient for approval to discuss their care when others 
are present in the room (family/friends)
Keep voice lowered when discussing patient information: do 
not holler information across a room to a co-worker
Obtain a signed patient authorization when required
Do not leave medical records unattended in an open area; 
keep paper face down to hide patient name
Put patient information in envelopes when forwarding to 
another department











External Investigation 
(OIG, DOJ, CMS, 
NGS, RAC, CERT)

Deliberate ignorance 
Does not help us



QUI TAM - Protection

Non-Retaliation Policy

HHF will not take 
action toward anyone 
that reports a possible 
violation



Caution Areas

Billing errors due to ignorance of 
Federal and State laws
Billing for the same service more 
than once
Incorrect coding—up-coding and 
de-bundling 
Charging for services not 
medically necessary
Billing for services or supplies not 
provided
Billing for services without 
documentation
Waiving co-payments routinely



 You
 Compliance Committee
 Compliance Officer (CO)

Resources:  HHF Education Website
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